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DECLARATION OF GUSTAVO DELFINO

I, GUSTAVO DELFINO, declare as follows:

1. With respect to the 2020 Presidential Election, I did not served as an observer but
| have relevant information that | here present. | have personal knowledge of the
contents of this Declaration and if called as a witness | could and would testify
competently as to their truth.

2. lam Venezuelan; a legal resident of Michigan since year 2015; a former professor
at "Universidad Central de Venezuela"; alumni of the University of Michigan in
Ann Arbor (Master of Science in Mechanical Engineering); former editorial board
member of the USENIX Journal of Election Technology and Systems (JETS)[1];
currently working in the automotive industry in Michigan at ZF as an Algorithm
Technical Specialist.

3. In the early 2000s while living in Venezuela and seeing the political situation
quickly deteriorate | decided to get involved and help. From 11/28/2003 and for
four days, signatures were collected to request a recall vote on the then president
Hugo Chavez. These were collected with witnesses from both sides of the
political divide in an event organized by the national elections council (CNE). A
copy of this data was given to the international observers (OAS & Carter Center)
and | obtained a copy of it.

4. When comparing the very large number of signatures collected with the number
of people in the electoral rolls it was clear that president was going to be recalled.

But then, the electoral system was drastically modified: the voting scanners were





replaced with Smartmatic touchscreen computers. These were to be used in 57%
of the voting centers while manual counting would still be used in the remaining
43%.

. The second drastic change was more subtle. I had been involved with political
parties and was able to obtain regular copies of the electoral rolls and noticed that
between April and July 2004 the registered electors grew by 15%. With this very
large increase there was now mathematically possible for the government to win.
Political parties were unable to audit the electoral rolls as they were denied access
to the electors home addresses in direct conflict with the electoral law at the time.
On 09/15/2004 the referendum took place and the president won the election
according to the official results. The opposition said it was a fraud but the OAS /
Carter Center did not agree and the president was not recalled.

| started looking into the results together with my cousin Guillermo Salas, a
physicist currently living in Spain. We looked from months into the data and ruled
out many theories of fraud until eventually we found something very strange
strange in a Carter Center report. They were claiming that the votes counted by
the Smartmatic computers were OK because the correlation between the
signatures and the oppositions votes was very high (0.988). It was clear to us this
this number was too high and suggested that the opposition votes had been forced
to be proportional to the number signatures. With this in mind we proceeded to
compare the behavior of the results in automated vs manual voting centers and

found a large numbers of distortions only in the automated voting centers. In our





view, this was evidence of a centralized and massive electronic electoral fraud
and this extraordinary claim would require a very serious validation.

On 06/25/2005 we submitted a paper with our findings to Statistical Science [2],
one of the most prestigious mathematical statistical journals in the world. In 2007
the paper was tentatively accepted pending minor revisions. In the web-based
authoring system Prof. Edward I. George [3], the editor, wrote: "Your paper has
been carefully reviewed by an Editor and some expert referees. The Editor has
recommended tentative acceptance for STS subject to a successful revision. |
concur with that recommendation. As you know, our plan is to publish this paper
as part of a special section of analyses of the Venezuela referendums. From the
EJMS site, please download the three reports on your paper which you should use
to guide your revision. Both the Editor and referee have provided several
suggestions which you should follow. In particular, the English writing needs
substantial improvement. The Editor also wondered if "we could ask them to beef
up the first part and down-play a bit the part where they contrast 1998 to 2000
The third report by Rodrigo Medina a very impressive verification of your
hypothesis. He has asked specifically not to be quoted for fear of government
reprisals to his lab.”

. After all the revisions were made the paper was still not officially accepted until
we decided to travel on 07/05/2008 to Pennsylvania to meet with the editor in
person and clarify what the issue was. The meeting was very quick as we were

immediately informed that our paper was approved. It was printed in the
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November 2011 issue (Volume 26, Number 4) with title "Analysis of the 2004
Venezuela Referendum: The Official Results Versus the Petition Signatures” [4].
The referee report from Rodrigo Medina [5], a Venezuelan PhD in physics, is in
fact a full paper, written in Spanish having this abstract: "Se comprueba, en
acuerdo con la hipdtesis recientemente publicada por Delfino y Salas, que los
resultados oficiales del Referendo Revocatorio de 2004 en cada centro
automatizado fueron inventados a partir del nimero de firmas recogidas en ese
centro para pedir el referendo. Se propone una posible forma del algoritmo usado.
Se demuestra que el conjunto de centros que termind siendo auditado en caliente
esta correlacionado con el nimero de firmas que se recogieron en esos centros. Se
muestra que las anomalias de una encuesta a salida de urna s6lo son explicables si
los resultados del revocatorio fueron manipulados de alguna manera relacionada
con las firmas. Su estimo la magnitud de la diferencia entre el resultado oficial y
el verdadero en 1.370.000 votos con un error del 20%”

My translation of this abstract is: "It is verified, according to the hypothesis
recently published by Delfino and Salas, that the official 2004 Recall Referendum
results in each automated voting center were invented based in on the number of
signatures requesting the referendum collected in each voting center. A possible
form of algorithm used is proposed. It is proved that the set of voting centers that
were actually same day-audited is correlated with the number of signatures
collected in those centers. It is shown that an exit polls anomalies are only

explainable if the results were manipulated in some way related to the signatures.
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The magnitude of the difference between the official and the true result is
estimated at 1,370,000 votes with an error of 20%".

This election was decided by 810,066 votes. Therefore, the result of the election
were indeed changed. Medina's paper is a hard mathematical proof of our
hypothesis and is considered an "impressive verification" by the editor of one of
the most prestigious statistical journals in the world. This gives me total
confidence to assert that the worst case scenario for electronic voting machines
has happened while using Smartmatic technology. Because of this, it is reasonable
distrust electoral results counted with this technology specially knowing that
whoever is responsible for this crime is still free to do it again in Venezuela and
elsewhere. Medina estimated that magnitude of the electoral fraud in 1.370.000
votes for a country with a population with the size of Texas. For illustration
purposes, if we were to scaled up this number to the population of the USA, the
number would be about 15 million votes.

During the recent US election | was alarmed to learn that Smartmatic technology
was being used and started seeing many parallels to what happened in Venezuela.
A continuous satellite connection was introduced by Smartmatic since 2004 in
Venezuela's voting centers. This connection is supposed to be used only for
laptops in the voting center entrance to verify the identity of the electors and
prevent people from voting twice. This equipment is in close proximity to the
voting machines which could potentially be in constant communication with an
illegal command center to provide an unfair advantage to one of the parties. Here

in the US, | now see reports [6] of voting machines being connected to the
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internet when they shouldn’t be. Also reports of "software glitches" changing
votes [7] and voting software updates the night before the election [8] which it
totally unacceptable because a new audit would be needed after the update. | have
also seen applications of the Newcomb-Benford distribution showing [9] that the
votes for Donald Trump seem to follow it much better than those of Joe Biden.
When a set of numbers that is supposed to follow this Newcomb-Benford
distribution fails to follow it, it is just a flag that something may be wrong and
that it should be investigated further. On the other hand, when the distribution is
followed well, nothing can be concluded beyond the fact that it follows the
distribution well. For the Venezuela results of 2004 Pericchi and Torres [10]
found that the NO votes (Chavez) did not follow this distribution while the YES
votes (opposition) follow it quite well despite our proof that this these are not the
real results. This happened because the YES votes were just the signatures in
disguise and the signatures were real.

A discussion of the application of the Newcomb-Benford distribution applied to
the Venezuelan results and Smartmatic in Venezuela was made by Guillermo
Salas [11] and is a good resource to learn more about this and for a discussion of
the 2004 Venezuela referendum papers.

The references sited in  this text are: [1]  http://www.jets-

journal.org/home/editorial-board [2] https://imstat.org/journals-and-
publications/statistical-science/ [3]
https://statistics.wharton.upenn.edu/profile/edgeorge/ [4]

https://arxiv.org/abs/1205.3009
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[5]https://ipfs.io/ipfs/QmbIHWCL Y XYNBjS3syf3REVRSbEGIyMkjMqgzceGGqJ

Rif?filename=medina-es.pdf

[6]https://www.thegatewaypundit.com/2020/11/michigan-sen-patrick-colbeck-

gives-sworn-testimony-got-visual-confirmation-routers-wifi-connectors-used-

throughout-tcf-center-ballot-counting-video/ [7]

https://thefederalist.com/2020/11/06/software-glitch-in-michigan-county-tallied-

6000-republican-votes-as-democrat/

[8]https://www.politico.com/news/2020/11/04/georgia-election-machine-glitch-

434065 [9]https://github.com/cjph8914/2020_benfords

[10]https://arxiv.org/abs/1205.3290

[11]https://ipfs.io/ipfs/QmRVvnefigPRHMU5zgneW6UEHpCuwkpmagXGnoyM

CS88HH?filename=VnzlaElectronicVoteSummary.pdf

EXECUTED ON:_November 10, 2020 By:  Gustavo Andres Delfino
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Allied Security Operations Group

Antrim Michigan Forensics Report
Report Date 12/13/2020

Client: Bill Bailey
Attorney: Matthew DePerno
A. WHO WE ARE

We are a cybersecurity company based in Texas with the emphasis on
cybersecurity, open-source investigation, and penetration testing of networks.
We employ a wide variety of cyber and cyber-forensic analysts. We focus on
election technology.

B. PURPOSE AND PRELIMINARY CONCLUSIONS

1. The purpose of this forensic audit is to test the integrity of Dominion Voting
System in how it performed in Antrim County, Michigan for the 2020 election.

2. We conclude that the Dominion Voting System is intentionally and purposefully
designed with inherent errors to create systemic fraud and influence election
results. The system intentionally generates an enormously high number of ballot
errors. The electronic ballots are then transferred for adjudication. The intentional
errors lead to bulk adjudication of ballots with no oversight, no transparency, and
no audit trail. This leads to voter fraud. Based on our study, we conclude that The
Dominion Voting System should not be used in Michigan. We further conclude
that the results of Antrim County should not have been certified.

3. The following is a breakdown of the votes tabulated for the 2020 election in
Antrim County, showing different dates for the tabulation of the same votes.
TOTAL
Registered | o8 Third VOTES
Date 9 Votes Biden | Trump Write-In
Voters C Party for
ast .
President
Nov 3 22,082 16,047 7,769 4,509 145 14 12,423
Nov 5 22,082 18,059 7,289 9,783 255 20 17,327
Nov 21 22,082 16,044 5,960 9,748 241 23 15,949
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The Antrim County and Secretary of State Jocelyn Benson have stated that the
election night error (detailed above by the vote "flip" from Trump to Biden, was
the result of human error caused by the failure to update the Mancelona
Township tabulator prior to election night for a down ballot race. We disagree and
conclude that the vote flip occurred because of machine error built into the voting
software designed to create error.

Secretary of State Jocelyn Benson's statement to the world on November 6,
2020 that "[t]the correct results always were and continue to be reflected on the
tabulator totals tape . . . ." was false.

The allowable election error rate established by the Federal Election Commission
guidelines is of 1 in 250,000 ballots (.0008%). We observed an error rate of
68.05%. This demonstrated a significant and fatal error in security and election
integrity.

The results of the Antrim County 2020 election are not certifiable. This is a result
of machine error, not human error.

The tabulation log for the forensic examination of the server for Antrim County
from December 6, 2020consists of 15,676 individual events, of which 10,667 or
68.05% of the events were recorded errors. These errors resulted in overall
tabulation errors or ballots being sent to adjudication. This high error rates proves
the Dominion Voting System is flawed and does not meet state or federal
election laws.

These errors occurred after The Antrim County Clerk provided a re-provisioned
CF card with uploaded software for the Central Lake Precinct on November 6,
2020. This means the statement by Secretary Benson was false. The Dominion
Voting System produced systemic errors and high error rates both prior to the
update and after the update; meaning the update (or lack of update) is not the
cause of errors.

In Central Lake Township there were 1,222 ballots reversed out of 1,491 total
ballots cast, resulting in an 81.96% rejection rate. All reversed ballots are sent to
adjudication.

It is critical to understand that the Dominion system classifies ballots into two
categories, 1) normal ballots and 2) adjudicated ballots. Ballots sent to
adjudication can be altered by administrators, and adjudication files can be
moved between different Results Tally and Reporting (RTR) terminals with no
audit trail of which administrator actually adjudicates (i.e. votes) the ballot batch.
This demonstrated a significant and fatal error in security and election integrity
because it provides no meaningful observation of the adjudication process or
audit trail of which administrator actually adjudicated the ballots.

A staggering number of votes required adjudication. This was a 2020 issue not
seen in previous reasons stored on the server. This is caused by intentional
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errors in the system. The intentional errors lead to bulk adjudication of ballots
with no oversight, no transparency or audit trail. Our examination of the server
logs indicates that this high error rate was incongruent with patterns from
previous years. The statement attributing these issues to human error is not
consistent with the forensic evaluation, which points more correctly to systemic
machine errors. The systemic machine errors are intentionally designed to create
errors in order to push a high volume of ballots to bulk adjudication.

The linked video demonstrates how to cheat at adjudication:

hitos//mobile twitter.com/KanekoaTheGreat/status/1336888454538428418

Antrim County failed to properly update its system. A purposeful lack of providing
basic computer security updates in the system software and hardware
demonstrates incompetence, gross negligence, bad faith, and/or willful non-
compliance in providing the fundamental system security required by federal and
state law. There is no way this election management system could have passed
tests or have been legally certified to conduct the 2020 elections in Michigan
under the current laws. According to the National Conference of State
Legislatures — Michigan requires full compliance with federal standards as
determined by a federally accredited voting system laboratory.

Significantly, the computer system shows vote adjudication logs for prior years;
but all adjudication log entries for the 2020 election cycle are missing. The
adjudication process is the simplest way to manually manipulate votes. The lack
of records prevents any form of audit accountability, and their conspicuous
absence is extremely suspicious since the files exist for previous years using the
same software. Removal of these files violates state law and prevents a
meaningful audit, even if the Secretary wanted to conduct an audit. We must
conclude that the 2020 election cycle records have been manually removed.

Likewise, all server security logs prior to 11:03 pm on November 4, 2020 are
missing. This means that all security logs for the day after the election, on
election day, and prior to election day are gone. Security logs are very important
to an audit trail, forensics, and for detecting advanced persistent threats and
outside attacks, especially on systems with outdated system files. These logs
would contain domain controls, authentication failures, error codes, times users
logged on and off, network connections to file servers between file accesses,
internet connections, times, and data transfers. Other server logs before
November 4, 2020 are present; therefore, there is no reasonable explanation for
the security logs to be missing.

On November 21, 2020, an unauthorized user unsuccessfully attempted to zero
out election results. This demonstrates additional tampering with data.

The Election Event Designer Log shows that Dominion ImageCast Precinct
Cards were programmed with new ballot programming on 10/23/2020 and then
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again after the election on 11/05/2020. These system changes affect how ballots
are read and tabulated, and our examination demonstrated a significant change
in voter results using the two different programs. In accordance with the Help
America Vote Act, this violates the 90-day Safe Harbor Period which prohibits
changes to election systems, registries, hardware/software updates without
undergoing re-certification. According to the National Conference of State
Legislatures — Michigan requires full compliance with federal standards as
determined by a federally accredited voting system laboratory.

The only reason to change software after the election would be to obfuscate
evidence of fraud and/or to correct program errors that would de-certify the
election. Our findings show that the Central Lake Township tabulator tape totals
were significantly altered by utilizing two different program versions (10/23/2020
and 11/05/2020), both of which were software changes during an election which
violates election law, and not just human error associated with the Dominion
Election Management System. This is clear evidence of software generated
movement of votes. The claims made on the Office of the Secretary of State
website are false.

The Dominion ImageCast Precinct (ICP) machines have the ability to be
connected to the internet (see Image 11). By connecting a network scanner to
the ethernet port on the ICP machine and creating Packet Capture logs from the
machines we examined show the ability to connect to the network, Application
Programming Interface (API) (a data exchange between two different systems)
calls and web (http) connections to the Election Management System server.
Best practice is to disable the network interface card to avoid connection to the
internet. This demonstrated a significant and fatal error in security and election
integrity. Because certain files have been deleted, we have not yet found origin
or destination; but our research continues.

Because the intentional high error rate generates large numbers of ballots to be
adjudicated, we must deduce that bulk adjudication occurred. However, because
files and adjudication logs are missing, we have not yet determined where the
bulk adjudication occurred or who was responsible for it. Our research continues.

Research is ongoing. However, based on the preliminary results, we conclude
that the errors are so significant that they call into question the integrity and
legitimacy of the results in the Antrim County 2020 election to the point that the
results are not certifiable. Because the same machines are used in 48 other
counties in Michigan, this casts doubt on the integrity of the entire election in the
state of Michigan.

DNI Responsibilites: President Obama signed Executive Order on National
Critical Infrastructure on 6 January 2017, stating in Section 1. Cybersecurity of
Federal Networks, "The Executive Branch operates its information technology
(IT) on behalf of the American people. The President will hold heads of executive
departments and agencies (agency heads) accountable for managing





cybersecurity risk to their enterprises. In addition, because risk management
decisions made by agency heads can affect the risk to the executive branch as a
whole, and to national security, it is also the policy of the United States to
manage cybersecurity risk as an executive branch enterprise." President
Obama's EO further stated, effective immediately, each agency head shall use
The Framework for Improving Critical Infrastructure Cybersecurity (the
Framework) developed by the National Institute of Standards and Technology."
Support to Critical Infrastructure at Greatest Risk. The Secretary of Homeland
Security, in coordination with the Secretary of Defense, the Attorney General, the
Director of National Intelligence, the Director of the Federal Bureau of
Investigation, the heads of appropriate sector-specific agencies, as defined in
Presidential Policy Directive 21 of February 12, 2013 (Critical Infrastructure
Security and Resilience) (sector-specific agencies), and all other appropriate
agency heads, as identified by the Secretary of Homeland Security, shall: (i)
identify authorities and capabilities that agencies could employ to support the
cybersecurity efforts of critical infrastructure entities identified pursuant to section
9 of Executive Order 13636 of February 12, 2013 (Improving Critical
Infrastructure Cybersecurity), to be at greatest risk of attacks that could
reasonably result in catastrophic regional or national effects on public health or
safety, economic security, or national security (section 9 entities);

This is a national security imperative. In July 2018, President Trump
strengthened President Obama’s Executive Order to include requirements
to ensure US election systems, processes, and its people were not
manipulated by foreign meddling, either through electronic or systemic
manipulation, social media, or physical changes made in hardware,
software, or supporting systems. The 2018 Executive Order Accordingly, |
hereby order:

Section 1. (a) Not later than 45 days after the conclusion of a United States
election, the Director of National Intelligence, in consultation with the heads of
any other appropriate executive departments and agencies (agencies), shall
conduct an assessment of any information indicating that a foreign government,
or any person acting as an agent of or on behalf of a foreign government, has
acted with the intent or purpose of interfering in that election. The assessment
shall identify, to the maximum extent ascertainable, the nature of any foreign
interference and any methods employed to execute it, the persons involved, and
the foreign government or governments that authorized, directed, sponsored, or
supported it. The Director of National Intelligence shall deliver this assessment
and appropriate supporting information to the President, the Secretary of State,
the Secretary of the Treasury, the Secretary of Defense, the Attorney General,
and the Secretary of Homeland Security.

We recommend that an independent group should be empaneled to determine
the extent of the adjudication errors throughout the state of Michigan. This is a
national security issue.
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Michigan resident Gustavo Delfino, a former professor of mathematics in
Venezuela and alumni of University of Michigan, offered a compelling affidavit
recognizing the inherent vulnerabilities in the SmartMatic electronic voting
machines (software which was since incorporated into Dominion Voting Systems)
during the 2004 national referendum in Venezuela (see attached declaration).
After 4 years of research and 3 years of undergoing intensive peer review,
Professor Delfino’s paper was published in the highly respected "Statistical
Science" journal, November 2011 issue (Volume 26, Number 4) with title
"Analysis of the 2004 Venezuela Referendum: The Official Results Versus the
Petition Signatures." The intensive study used multiple mathematical approaches
to ascertain the voting results found in the 2004 Venezuelan referendum. Delfino
and his research partners discovered not only the algorithm used to manipulate
the results, but also the precise location in the election processing sequence
where vulnerability in machine processing would provide such an opportunity.
According to Prof Delfino, the magnitude of the difference between the official
and the true result in Venezuela estimated at 1,370,000 votes. Our investigation
into the error rates and results of the Antrim County voting tally reflect the same
tactics, which have also been reported in other Michigan counties as well. This
demonstrates a national security issue.

PROCESS
We visited Antrim County twice: November 27, 2020 and December 6, 2020.

On November 27, 2020, we visited Central Lake Township, Star Township, and
Mancelona Township. We examined the Dominion Voting Systems tabulators
and tabulator roles.

On December 6, 2020, we visited the Antrim County Clerk's office. We inspected
and performed forensic duplication of the following:

1. Antrim County Election Management Server running Dominion
Democracy Suite 5.5.3-002;

2. Compact Flash cards used by the local precincts in their Dominion
ImageCast Precinct;

3. USB memory sticks used by the Dominion VAT (Voter Assist
Terminals); and

4. USB memory sticks used for the Poll Book.

Dominion voting system is a Canadian owned company with global subsidiaries.
It is owned by Staple Street Capital which is in turn owned by UBS Securities
LLC, of which 3 out of their 7 board members are Chinese nationals. The
Dominion software is licensed from Smartmatic which is a Venezuelan owned
and controlled company. Dominion Server locations have been determined to be
in Serbia, Canada, the US, Spain and Germany.





CENTRAL LAKE TOWNSHIP

On November 27, 2020, part of our forensics team visited the Central Lake
Township in Michigan to inspect the Dominion ImageCast Precint for possible
hardware issues on behalf of a local lawsuit filed by Michigan attorney Matthew
DePerno on behalf of William Bailey. In our conversations with the clerk of
Central Lake Township Ms. Judith L. Kosloski, she presented to us "two
separate paper totals tape" from Tabulator ID 2.

o One dated "Poll Opened Nov. 03/2020 06:38:48" (Roll 1);
. Another dated "Poll Opened Nov. 06/2020 09:21:58" (Roll 2).

We were then told by Ms. Kosloski that on November 5, 2020, Ms. Kosloski
was notified by Connie Wing of the County Clerk's Office and asked to bring the
tabulator and ballots to the County Clerk's office for re-tabulation. They ran the
ballots and printed "Roll 2". She noticed a difference in the votes and brought it
up to the clerk, but canvasing still occurred, and her objections were not
addressed.

Our team analyzed both rolls and compared the results. Roll 1 had 1,494 total
votes and Roll 2 had 1,491 votes (Roll 2 had 3 less ballots because 3 ballots
were damaged in the process.)

"Statement of Votes Cast from Antrim" shows that only 1,491 votes were
counted, and the 3 ballots that were damaged were not entered into final results.

Ms. Kosloski stated that she and her assistant manually refilled out the three
ballots, curing them, and ran them through the ballot counting system - but the
final numbers do not reflect the inclusion of those 3 damaged ballots.

This is the most preliminary report of serious election fraud indicators. In
comparing the numbers on both rolls, we estimate 1,474 votes changed
across the two rolls, between the first and the second time the exact same ballots
were run through the County Clerk’s vote counting machine - which is almost the
same number of voters that voted in total.

° 742 votes were added to School Board Member for Central Lake
Schools (3)

. 657 votes were removed from School Board Member for Elilsworth
Schools (2)

. 7 votes were added to the total for State Proposal 20-1 (1) and out of

those there were 611 votes moved between the Yes and No Categories.

There were incremental changes throughout the rolls with some significant
adjustments between the 2 rolls that were reviewed. This demonstrates





conclusively that votes can be and were changed during the second machine
count after the software update. That should be impossible especially at such a
high percentage to total votes cast.

For the School Board Member for Central Lake Schools (3) [Image 1] there
were 742 votes added to this vote total. Since multiple people were elected, this
did not change the result of both candidates being elected, but one does see a
change in who had most votes. If it were a single-person election this would
have changed the outcome and demonstrates conclusively that votes can be and
were changed during the second machine counting. That should be impossible.

[Image 1]

For the School Board Member for Ellsworth Schools (2) [Image 2]
o Shows 657 votes being removed from this election.

o In this case, only 3 people who were eligible to vote actually voted.
Since there were 2 votes allowed for each voter to cast.

o The recount correctly shows 6 votes.
But on election night, there was a major calculation issue:

[Image 2]:
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11.
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In State Proposal 20-1 (1), [Image 3] there is a major change in votes in this
category.

. There were 774 votes for YES during the election, to 1,083 votes
for YES on the recount a change of 309 votes.

o 7 votes were added to the total for State Proposal 20-1 (1) out of
those there were 611 votes moved between the Yes and No Categories.

[Image 3]:

1083

206
289

State Proposal 20-1 (1) is a fairly technical and complicated proposed
amendment to the Michigan Constitution to change the disposition and allowable
uses of future revenue generated from oil and gas bonuses, rentals and royalties
from state-owned land. Information about the proposal:
https://crcmich.org/publications/statewide-ballot- proposal-20-1-michigan-natural-
resources-trust-fund

A Proposed Initiated Ordinance to Authorize One (1) Marihuana (sic) Retailer
Establishment Within the Village of Central Lake (1). [Image 4]
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14.

15.

e On election night, it was a tie vote.

e Then, on the rerun of ballots 3 ballots were destroyed, but only one vote
changed on the totals to allow the proposal to pass.

When 3 ballots were not counted and programming change on the
tabulator was installed the proposal passed with 1 vote being removed from
the No vote.

[Image 4]:

A Proposed Initiated
. Ordirace Lo
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On Sunday December 6, 2020, our forensics team visited the Antrim County
Clerk. There were two USB memory sticks used, one contained the software
package used to tabulate election results on November 3, 2020, and the other
was programmed on November 6, 2020 with a different software package which
yielded significantly different voting outcomes. The election data package is used
by the Dominion Democracy Suite software & election management system
software to upload programming information onto the Compact Flash Cards for
the Dominion ImageCast Precinct to enable it to calculate ballot totals.

This software programming should be standard across all voting machines
systems for the duration of the entire election if accurate tabulation is the
expected outcome as required by US Election Law. This intentional difference in
software programming is a design feature to alter election outcomes.

The election day outcomes were calculated using the original software
programming on November 3, 2020. On November 5, 2020 the township clerk
was asked to re-run the Central Lake Township ballots and was given no
explanation for this unusual request. On November 6, 2020 the Antrim County
Clerk, Sheryl Guy issued the second version of software to re-run the same
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16.

17.

18.

19.

Central Lake Township ballots and oversaw the process. This resulted in greater
than a 60% change in voting results, inexplicably impacting every single election
contest in a township with less than 1500 voters. These errors far exceed the
ballot error rate standard of 1 in 250,000 ballots (.0008%) as required by federal
election law.

e The original election programming files are last dated 09/25/2020 1:24pm
¢ The updated election data package files are last dated 10/22/2020 10:27 am.

As the tabulator tape totals prove, there were large numbers of votes switched
from the November 3, 2020 tape to the November 6, 2020 tape. This was solely
based on using different versions of the operating program to calculate votes, not
tabulate votes. This is evidenced by using same the Dominion System with two
different software program versions contained on the two different USB Memory
Devices.

The Help America Vote Act, Safe Harbor provides a 90-day period prior to
elections where no changes can be made to election systems. To make changes
would require recertification of the entire system for use in the election. The
Dominion User Guide prescribes the proper procedure to test machines with test
ballots to compare the results to validate machine functionality to determine if the
Dominion ImageCast Precinct was programmed correctly. If this occurred a
ballot misconfiguration would have been identified. Once the software was
updated to the 10/22/2020 software the test ballots should have been re-run to
validate the vote totals to confirm the machine was configured correctly.

The November 6, 2020 note from The Office of the Secretary of State Jocelyn
Benson states: "The correct results always were and continue to be reflected on
the tabulator totals tape and on the ballots themselves. Even if the error in the
reported unofficial results had not been quickly noticed, it would have been
identified during the county canvass. Boards of County Canvassers, which are
composed of 2 Democrats and 2 Republicans, review the printed totals tape from
each tabulator during the canvass to verify the reported vote totals are correct."

e Source: hittps/iwww. michigan.gov/sos/0.4870.7-127-1840 8150-544876--
00.himi

The Secretary of State Jocelyn Benson's statement is false. Our findings show
that the tabulator tape totals were significantly altered by utilization of two
different program versions, and not just the Dominion Election Management
System. This is the opposite of the claim that the Office of the Secretary of
State made on its website. The fact that these significant errors were not caught
in ballot testing and not caught by the local county clerk shows that there are
major inherent built-in vulnerabilities and process flaws in the Dominion
Election Management System, and that other townships/precincts and the
entire election have been affected.
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On Sunday December 6, 2020, our forensics team visited the Antrim County
Clerk office to perform forensic duplication of the of Antrim County Election
Management Server running Dominion Democracy Suite 5.5.3-002.

Forensic copies of the Compact Flash cards used by the local precincts in their
Dominion ImageCast Precinct were inspected, USB memory sticks used by
the Dominion VAT (Voter Assist Terminals) and the USB memory sticks used
for the Poll Book were forensically duplicated.

We have been told that the ballot design and configuration for the Dominion
ImageCast Precinct and VAT were provided by ElectionSource.com which is
which is owned by MC&E, Inc of Grand Rapids, MI.

MANCELONA TOWNSHIP

In Mancelona township, problems with software versions were also known to
have been present. Mancelona elections officials understood that ballot
processing issued were not accurate and used the second version of software to
process votes on 4 November, again an election de-certifying event, as no
changes to the election system are authorized by law in the 90 days preceding
elections without re-certification.

Once the 10/22/2020 software update was performed on the Dominion
ImageCast Precinct the test ballot process should have been performed to
validate the programming. There is no indication that this procedure was
performed.

ANTRIM COUNTY CLERK'S OFFICE

Pursuant to a court ordered inspection, we participated in an onsite collection
effort at the Antrim County Clerk's office on December 6, 2020. [Image 5]:

12





G.

Among other items forensically collected, the Antrim County Election
Management Server (EMS) with Democracy Suite was forensically collected.
[Images 6 and 7].

The EMS (Election Management Server) was a:
Dell Precision Tower 3420.
Service Tag: 6NBOKH2

The EMS contained 2 hard drives in a RAID-1 configuration. That is the 2 drives
redundantly stored the same information and the server could continue to
operate if either of the 2 hard drives failed. The EMS was booted via the Linux
Boot USB memory sticks and both hard drives were forensically imaged.

At the onset of the collection process we observed that the initial program thumb
drive was not secured in the vault with the CF cards and other thumbdrives. We
watched as the County employees, including Clerk Sheryl Guy searched
throughout the office for the missing thumb drive. Eventually they found the
missing thumb drive in an unsecured and unlocked desk drawer along with
multiple other random thumb drives. This demonstrated a significant and fatal
error in security and election integrity.

FORENSIC COLLECTION

We used a built for purpose Linux Boot USB memory stick to boot the EMS in a
forensically sound mode. We then used ewfacquire to make a forensic image of
the 2 independent internal hard drives.

Ewfacquire created an EO1 file format forensic image with built-in integrity
verification via MD5 hash.
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We used ewfverify to verify the forensic image acquired was a true and accurate
copy of the original disk. That was done for both forensic images.

ANALYSIS TOOLS

X-Ways Forensics: We used X-Ways Forensics, a commercial Computer
Forensic tool, to verify the image was useable and full disk encryption was not in
use. In particular we confirmed that Bit locker was not in use on the EMS.

Other tools used: PassMark — OSForensics, Truxton - Forensics, Cellebrite —
Physical Analyzer, Blackbag-Blacklight Forensic Software, Microsoft SQL Server
Management Studio, Virtual Box, and miscellaneous other tools and scripts.

SERVER OVERVIEW AND SUMMARY

Our initial audit on the computer running the Democracy Suite Software showed
that standard computer security best practices were not applied. These
minimum-security standards are outlined the 2002 HAVA, and FEC Voting
System Standards — it did not even meet the minimum standards required of a
government desktop computer.

The election data software package USB drives (November 2020 election, and
November 2020 election updated) are secured with bitlocker encryption software,
but they were not stored securely on-site. At the time of our forensic examination,
the election data package files were already moved to an unsecure desktop
computer and were residing on an unencrypted hard drive. This demonstrated a
significant and fatal error in security and election integrity. Key Findings on
Desktop and Server Configuration: - There were multiple Microsoft security
updates as well as Microsoft SQL Server updates which should have been
deployed, however there is no evidence that these security patches were ever
installed. As described below, many of the software packages were out of date
and vulnerable to various methods of attack.

a) Computer initial configuration on 10/03/2018 13:08:11:911

b) Computer final configuration of server software on 4/10/2019

c) Hard Drive not Encrypted at Rest

d) Microsoft SQL Server Database not protected with password.

e) Democracy Suite Admin Passwords are reused and share passwords.
f) Antivirus is 4.5 years outdated

9) Windows updates are 3.86 years out of date.
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h) When computer was last configured on 04/10/2019 the windows updates
were 2.11 years out of date.

i) User of computer uses a Super User Account.

The hard drive was not encrypted at rest — which means that if hard drives are
removed or initially booted off an external USB drive the files are susceptible to
manipulation directly. An attacker is able to mount the hard drive because it is
unencrypted, allowing for the manipulation and replacement of any file on the
system.

The Microsoft SQL Server database files were not properly secured to allow
modifications of the database files.

The Democracy Suite Software user account logins and passwords are stored in
the unsecured database tables and the multiple Election System Administrator
accounts share the same password, which means that there are no audit trails
for vote changes, deletions, blank ballot voting, or batch vote alterations or
adjudication.

Antivirus definition is 1666 days old on 12/11/2020. Antrim County updates its
system with USB drives. USB drives are the most common vectors for injecting
malware into computer systems. The failure to properly update the antivirus
definition drastically increases the harm cause by malware from other machines
being transmitted to the voting system.

Windows Server Update Services (WSUS) Offline Update is used to enable
updates the computer — which is a package of files normally downloaded from
the internet but compiled into a program to put on a USB drive to manually
update server systems.

Failure to properly update the voting system demonstrates a significant and fatal
error in security and election integrity.

There are 15 additional updates that should have been installed on the server to
adhere to Microsoft Standards to fix known vulnerabilities. For the 4/10/2019
install, the most updated version of the update files would have been 03/13/2019
which is 11.6.1 which is 15 updates newer than 10.9.1

This means the updates installed were 2 years, 1 month, 13 days behind
the most current update at the time. This includes security updates and
fixes. This demonstrated a significant and fatal error in security and
election integrity.

. Wed 04/10/2019 10:34:33.14 - Info: Starting WSUS Offline Update (v.
10.9.1)
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. Wed 04/10/2019 10:34:33.14 - Info: Used path
"D:\WSUSOFFLINE1091_2012R2_W10\cmd\" on EMSSERVER (user:
EMSADMIN)

o Wed 04/10/2019 10:34:35.55 - Info: Medium build date: 03/10/2019

o Found on c:\Windows\wsusofflineupdate.txt

. *WSUS Offline Update (v.10.9.1) was created on 01/29/2017

*WSUS information found here httns://download. wsusoffine nel/

Super User Administrator account is the primary account used to operate the
Dominion Election Management System which is a major security risk. The
user logged in has the ability to make major changes to the system and install
software which means that there is no oversight to ensure appropriate
management controls — i.e. anyone who has access to the shared administrator
user names and passwords can make significant changes to the entire voting
system. The shared usernames and passwords mean that these changes can
be made in an anonymous fashion with no tracking or attribution.

ERROR RATES

We reviewed the Tabulation logs in their entirety for 11/6/2020. The election logs
for Antrim County consist of 15,676 total lines or events.

o Of the 15,676 there were a total of 10,667 critical errors/warnings or a
68.05% error rate.

. Most of the errors were related to configuration errors that could result in
overall tabulation errors or adjudication. These 11/6/2020 tabulation totals
were used as the official results.

For examples, there were 1,222 ballots reversed out of 1,491 total ballots cast,
thus resulting in an 81.96% rejection rate. Some of which were reversed due to
"Ballot's size exceeds maximum expected ballot size".

. According to the NCSL, Michigan requires testing by a federally accredited
laboratory for voting systems. In section 4.1.1 of the Voluntary Voting
Systems Guidelines (VVSG) Accuracy Requirements a. All systems shall
achieve a report total error rate of no more than one in 125,000.

° https://www.eac.qgov/sites/default/files/eac assets/1/28/VVSG.1.1.V
OL.1.FINAL1.pdf

. In section 4.1.3.2 Memory Stability of the VVSG it states that Memory
devices used to retain election management data shall have
demonstrated error free data retention for a period of 22 months.
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o In section 4.1.6.1 Paper-based System Processing Requirements sub-
section a. of the VVSG it states "The ability of the system to produce and
receive electronic signals from the scanning of the ballot, perform logical
and numerical operations upon these data, and reproduce the contents of
memory when required shall be sufficiently free of error to enable
satisfaction of the system-level accuracy requirement indicated in
Subsection 4.1.1."

o These are not human errors; this is definitively related to the software and
software configurations resulting in error rates far beyond the thresholds
listed in the guidelines.

A high "error rate" in the election software (in this case 68.05%) reflects an
algorithm used that will weight one candidate greater than another (for instance,
weight a specific candidate at a 2/3 to approximately 1/3 ratio). In the logs we
identified that the RCV or Ranked Choice Voting Algorithm was enabled (see
image below from the Dominion manual). This allows the user to apply a
weighted numerical value to candidates and change the overall result. The
declaration of winners can be done on a basis of points, not votes. [Image 8]:

choice voting results are evaluated on a district per district basis and each
district has a set number of points (100). Elimination and declaration of
winners is done on basis of points, not votes.
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Figure 11-3: RCV Profile screen

The Dominion software configuration logs in the Divert Options, shows that all
write-in ballots were flagged to be diverted automatically for adjudication. This
means that all write-in ballots were sent for "adjudication" by a poll worker or
election official to process the ballot based on voter "intent". Adjudication files
allow a computer operator to decide to whom to award those votes (or to trash
them).
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5. In the logs all but two of the Override Options were enabled on these machines,
thus allowing any operator to change those votes. [Image 9]:

Moy 862028 89:119:54 DOF coe DIVERT DRPTIONS -

Hov 0572020 0811854 GOF 1 - divert write-ins

Hov B6/2020 99:19:54 DUF divert duplicate sequence

Hov 9672820 99118154 DOF divert UV ballot

Hov 9572020 09:19:54 OCF divert blank ballet

Moy 8672028 B89119:54 OUF divert protestads ballot

Hov 9672820 09118454 OOF divert overvotes

Hov 86/2920 99:19:54 DU divert maior overvotes

6. In the logs all but two of the Override Options were enabled on these machines,

thus allowing any operator to change those votes. This gives the system
operators carte blanche to adjudicate ballots, in this case 81.96% of the total cast
ballots with no audit trail or oversight. [Image 10]:

Nov 86/2020 09:19:51 DCF --- OVERRIDE OPTIONS --—-

Nov 06/2020 09:19:51 DCF 1 - override blank ballot

Nov 06/2020 89:19:51 DCF 1 - override major overvotes

Nov 06/2020 89:19:51 DCF 1 - override major undervotes

Nov 06/2020 09:19:51 DCF 1 - override regular overvotes

Nov 06/2020 #9:19:51 DCF 1 - override regular undervotes

Nov 06/2020 89:19:51 DCF 1 - override rcv duplicate candidate

Nov 86/2020 09:19:51 DCF 1 - override rcv over-voted ranking

Nov 86/2020 89:19:51 DCF 1 - override rcv skipped ranking

Nov 06/2020 89:19:51 DCF 1 - override rcv unvoted contest

Nov 06/2020 89:19:51 DCF 1 - override push vote

Nov 06/2020 89:19:51 DCF 1 - override rcv inconsistent order

Nov 06/2020 89:19:51 DCF 1 - override rcv unused ranking

Nov 06/2020 09:19:51 DCF 1 - override major rcv over-voted ranking
Nov 06/2020 89:19:51 DCF 1 - override major rcv inconsistent order
Nov 86/2020 09:19:51 DCF 1 - override major rcv skipped ranking
Nov 06/2020 09:19:51 DCF 1 - override major rcv duplicate candidate
Nov 06/2020 89:19:51 DCF 1 - override major rcv unvoted contest
Nov 86/2020 89:19:51 DCF 1 - override major rev unused ranking
Nov 06/2020 09:19:51 DCF 1 - override cross-votes

Nov 06/2020 89:19:51 DCF 1 - override unvote partisan contests
Nov 06/2020 89:19:51 DCF override party preference undervotes
Nov 06/2020 89:19:51 DCF override party preference overvotes
7. On 12/8/2020 Microsoft issued 58 security patches across 10+ products, some of

which were used for the election software machine, server and programs. Of the
58 security fixes 22, were patches to remote code execution (RCE)
vulnerabilities. [Image 11]:
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We reviewed the Election Management System logs (EmsLogger) in their
entirety from 9/19/2020 through 11/21/2020 for the Project: Antrim November
2020. There were configuration errors throughout the set-up, election and
tabulation of results. The last error for Central Lake Township, Precinct 1
occurred on 11/21/2020 at 14:35:11 System.Xml. XmIException
System.Xml.XmlException: The ' ' character, hexadecimal value 0x20, cannot be
included in a name. Bottom line is that this is a calibration that rejects the vote
(see picture below). [Image 12]:

Nov 86/2020 89:33:09
Nov 06/2020 09:33:09
Nov 06/2020 9:33:20
Nov 86/2020 9:33:20
Nov 06/2020 9:33:20
Nov 0672026 09:33:20
Nov 06/2020 99:33:20
Nov 86/2020 89:33:21
Nov 86/2020 09:33:21
Nov 86/2020 89:33:23
Nov 86/2020 09:33:40
Nov 06/2020 09:33:40
Nov @6/2020 09:33:58
Nov 06/2020 09:33:58
Nov 6/202@ §9:34:11
Nov 06/2020 9:34:11
Nov 86/2020 89:34:20
Nov 96/2020 09:34:20
Nov 86/2020 89:34:20
Nov 86/2020 09:34:20
Nov 06/2020 09:34:20
Nov 06/2020 09:34:21
Nov 06/2020 89:34:21
Nov @6/2020 9:34:23

ScanVote
ScanVote
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote
ScanVote
ScanVote
ScanVote
ScanVote
ScanVote
ScanVote
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote Warning
ScanVote

Ballot 1107 processed successfully.

Total number of ballots = 33,

+ error, correlateMarker inputs: xx(0,1069) yy{1682,41)

+ error, correlateMarker findPattern

+ error, left marker#18, rectangle height, detected 33, expected 24
+ failed correction, left edge marker#18, pattern match, percent=0.0 rc=51484
+ error, left edge marker#18 on top side not found.

+ error, Front page grid problen

+ Ballot format or id is unrecognizable.

Ballot has been reversed,

Ballot 1165 processed successfully,

Total number of ballots = 34,

Ballot 1165 processed successfully,

Total number of ballots = 35,

Ballot 1165 processed successfully,

Total number of ballots = 36.

+error, correlateMarker inputs: xx(0,1083) yy(1096,31)

+ error, correlateMarker findPattern

+error, left marker#18, rectangle height, detected 34, expected 24
+ failed correction, left edge marker#18, pattern match, percent=d. r¢=51484
+ error, left edge marker#18 on top side not found.

+ error, Back page grid problem

+ Ballot format or id is unrecognizable.

Ballot has been reversed,
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Notably 42 minutes earlier on Nov 21 2020 at 13:53:09 a user attempted to
zero out election results. 1d:3168 EmsLogger - There is no permission to {0}
- Project: User: Thread: 189. This is direct proof of an attempt to tamper
with evidence.

SyncMethodinvoker.invoke =>

2020-11-21 13:53:09.3168 EmsLogger There is no permission to {0} The underlying provider
failed on Commit. System.Data.Entity.Core.EntityException
System.Data.Entity.Core.EntityException: The underlying provider failed on Commit. --->
System.ArgumentNullException: Value cannot be null.

The Election Event Designer Log shows that Dominion ImageCast Precinct
Cards were programmed with updated new programming on 10/23/2020 and
again after the election on 11/05/2020. As previously mentioned, this violates the
HAVA safe harbor period.

Source: C:\Program Files\Dominion Voting Systems\Election Event
Designer\Log\Info.txt

e Dominion Imagecast Precinct Cards Programmed with 9/25/2020
programming on 09/29/2020, 09/30/2020, and 10/12/2020.

¢ Dominion Imagecast Precinct Cards Programmed with New Ballot
Programming dated 10/22/2020 on 10/23/2020 and after the election on
11/05/2020

Excerpt from 2020-11-05 showing “ProgramMemoryCard” commands.

2020-11-05 10:19:21.5251 Election Event Designer Election
Event Designer closed.

Project: User: Thread: 1 Call stack:
Program.JMCCOOPHNCFNEHPADILOIKGCFNHNAEBKLCAJ

2020-11-05 10:19:28.1977 Election Event Designer Election
Event Designer started. Project: User: Thread: 1 Call
stack: Program.JMCCOOPHNCEFNEHPADILOIKGCENHNAEBKLCAJ =>
Program. FPCBJGCGMNGPCIGMDKGPCEADFACPDKODNNDM

2020-11-05 10:19:28.1977 Election Event Designer Permission
Authority is pressent, so continue with execution.

Project: User: Thread: 1 Call stack:
Program.JMCCOOPHNCEFNEHPADILOIKGCENHNAEBKLCAJ =>

Program. FPCBJGCGMNGPCIGMDKGPCEADFACPDKODNNDM

2020-11-05 10:21:52.4614 Election Event Designer
ProgramMemoryCardCmd:Handle entered. Project:Antrim
November 2020 User:Admin Thread: 13 Call stack:
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ThreadHelper.ThreadStart => ExecutionContext.Run =>
ExecutionContext.Run => ExecutionContext.RunInternal =>
ThreadExecutor.ThreadMethod =>
ProgramMemoryCardThread.Execute =>
ProgramMemoryCardCmd.Handle

2020-11-05 10:21:52.4614 Election Event Designer
ProgramMemoryCardCmd:CheckPreconditions entered.
Project:Antrim November 2020 User:Admin Thread: 13 Call
stack: ThreadHelper.ThreadStart => ExecutionContext.Run =>
ExecutionContext.Run => ExecutionContext.RunInternal =>
ThreadExecutor.ThreadMethod =>
ProgramMemoryCardThread.Execute =>
ProgramMemoryCardCmd.Handle =>
ProgramMemoryCardCmd.CheckPreconditions

2020-11-05 10:21:52.4770 Election Event Designer
ProgramMemoryCardCmd:CheckPreconditions exited with: True.
Project:Antrim November 2020 User:Admin Thread: 13 Call
stack: ThreadHelper.ThreadStart => ExecutionContext.Run =>
ExecutionContext.Run => ExecutionContext.RunInternal =>
ThreadExecutor.ThreadMethod =>
ProgramMemoryCardThread.Execute =>
ProgramMemoryCardCmd.Handle =>
ProgramMemoryCardCmd.CheckPreconditions

2020-11-05 10:22:28.6906 Election Event Designer
ProgramMemoryCardCmd: IsAllowed exited with:
Project:Antrim November 2020 User:Admin Thread: 13 Call
stack: ThreadHelper.ThreadStart => ExecutionContext.Run =>
ExecutionContext.Run => ExecutionContext.RunInternal =>
ThreadExecutor.ThreadMethod =>
ProgramMemoryCardThread.Execute =>
ProgramMemoryCardCmd.Handle =>
ProgramMemoryCardCmd.HGADOPEFODCOBHICLJGGJHGHOAAACCNDMOGP
=> ProgramMemoryCardCmd.Execute =>
ProgramMemoryCardCmd.GMMJIKNBCBCOBODJOFMIHCDFEFTIPEFGBEECODDH

2020-11-05 17:54:47.4630 Election Event Designer Election
Event Designer closed. Project: User: Thread: 1 Call
stack: Program.JMCCOOPHNCEFNEHPADILOIKGCEFNHNAEBKLCAJ

Analysis is ongoing and updated findings will be submitted as soon as possible.

A summary of the information collected is provided below.

10|12/07/20 18:52:30| Indexing completed at Mon Dec 7 18:52:30 2020
12|12/07/20 18:52:30| INDEX SUMMARY
12|12/07/20 18:52:30| Files indexed: 159312
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12]12/07/20 18:52:30| Files skipped: 64799

12|12/07/20 18:52:30| Files filtered: 0

12]12/07/20 18:52:30| Emails indexed: 0

12|12/07/20 18:52:30| Unique words found: 5325413
12|12/07/20 18:52:30| Variant words found: 3597634
12|12/07/20 18:52:30| Total words found: 239446085
12|12/07/20 18:52:30| Avg. unique words per page: 33.43
12|12/07/20 18:52:30| Avg. words per page: 1503
12|12/07/20 18:52:30| Peak physical memory used: 2949 MB
12|12/07/20 18:52:30| Peak virtual memory used: 8784 MB
12|12/07/20 18:52:30| Errors: 10149

12|12/07/20 18:52:30| Total bytes scanned/downloaded: 1919289906
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